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Certification of universal quantum computations



Untrusted prover Merlin Skeptic certifier Arthur

11010001101

11010001101

• Interactive tests: prover and certifier exchange 
quantum messages until the certifier gets convinced.

• Non-interactive tests: certifier sends a classical input 
and prover returns an output that convinces him.

        Interactive proof (IPs): (unbounded prover/classical certifier) S. 
Goldwasser,  S.  Micali,  and  C.  Rackoff,  In  Proceedings  of  the 
seventeenth annual ACM symposium on Theory of computing, pages 
291–304. ACM New York, NY, USA, 1985. 

         Quantum interactive proofs (QIP): (unbounded quantum prover/
BQP certifier)  A.  Kitaev,  J.  Watrous,  STOC '00:  Proceedings  of  the 
thirty-second annual ACM symposium on Theory of computing, ACM, 
pp. 608 (2000); J. Watrous, Theor. Comput. Sci. 292 (3): 575 (2003). 

     Quantum-prover interactive proofs (QPIP): (BQP quantum prover/
almost-classical  certifier)  A.  M.  Childs,  D.  W.  Leung,  and  M.  A. 
Nielsen, Phys. Rev. A  
71,  032318  (2005);  D.  Aharonov,  M.  Ben-Or,  and  E.  Eban,  arXiv: 
0810.5375; A. Broadbent, J. Fitzsimons, and E. Kashefi, Proceedings of 
the 50th Annual IEEE Symposium on Foundations of Computer Science 
(FOCS  2009),  517  (2009);  J.  Fitzsimons  and  E.  Kashefi,  arXiv: 
1203.5217.

More practical

    Quantum-prover  interactive  proofs  with  a  single 
classical  message  (QPIP(1)):  (BQP  quantum  prover/
classical* certifier):  M. Cramer et al.,  Nat. Commun. 1, 
149 (2010); G. Toth et al., Phys. Rev. Lett. 105, 250403 
(2010); S. S. T. Flammia and Y.-K. Liu, Phys. Rev. Lett., 
106, 230501 (2011); M. P. da Silva, O. Landon-Cardinal, 
and D. Poulin, Phys. Rev. Lett.,  107,  210404 (2011); T. 
Moroder  et  al.,  New  J.  Phys.  14,  105001  (2012);  T. 
Baumgratz, D. Gross, M. Cramer, and M. B. Plenio, Phys. 
Rev. Lett. 111, 020401 (2013); L. Aolita, C. Gogolin, M. 
Kliesch,  and J.  Eisert,  Nat.  Comms.  6,  8498 (2015);  M. 
Hayashi  and T.  Morimae, Phys.  Rev.  Lett.,  115, 220502 
(2016).

General quantum certification mindset



Interactive tests



• A BQP prover can efficiently convince an almost-classical certifier :-)

• Require fully fledged fault-tolerant universal quantum computers :-(

Two main flavours:

Measurement-based quantum computing Certifier with a constant-size quantum 
circuit

• The certifier sends single-qubit states which include 
traps to test the prover.  

• The prover stores the cluster state blindly and 
implements measurements instructed by the certifier.

• The certifier sends authenticated qubits. 

• The prover stores these qubits and either sends them 
back to the certifier, who decodes and processes, or 
processes himself instructed by the certifier. 

      A. Broadbent, J. Fitzsimons, and E. Kashefi, Proceedings of 
the  50th  Annual  IEEE  Symposium  on  Foundations  of 
Computer Science (FOCS 2009), 517 (2009); J.  Fitzsimons 
and  E.  Kashefi,  Phys.  Rev.  A  96,  012303  (2017);  T. 
Kapourniotis, E. Kashefi, and A. Datta, arXiv: 1403.1438; M. 
Hayashi  and  T.  Morimae,  Phys.  Rev.  Lett.,  115,  220502 
(2016).

      D. Aharonov, M. Ben-Or, and E. Eban, arXiv: 0810.5375; D. 
Aharonov and U. Vazirani, arXiv: 1206.3686.

Quantum-prover IPs
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quantum algorithm that is to be implemented—one thus calls the
cluster state a ‘universal resource’. In a second step, the qubits in the
system aremeasured individually, in a certain order and basis, and it
is this measurement pattern that specifies the entire algorithm (see
Box 2). The quantum algorithm thereby corresponds, in an explicit
sense, to a processing of quantum correlations.

The one-way quantum computer is equipped with a remarkable
feature, namely that the entire resource for the computation is
provided by the entangled cluster state in which the system is
initialized. This implies, in particular, that the computational
power of such a quantum computer can be traced back entirely
to the properties of its entangled resource state, thereby offering
a focused way of thinking about the nature and strength of
quantum computation. Moreover, the problem of an experimental
realization of a quantum computer is now reduced to the
preparation of a specific multi-particle state and the ability to
carry out single-qubit measurements, offering practical advantages
for certain physical set-ups. Finally, a fruitful marriage of ideas
from MQC and topological error correction was recently achieved,
paving the ground for a scalable computational device that operates
in a noisy environment.

The computational scheme of the one-way quantum computer
was introduced in ref. 10. This work has inspired numerous studies
into MQC, both theoretical and experimental in nature. Apart
from offering an alternative approach towards realizing quantum
computation, today MQC has become an interdisciplinary field
of research, relating entanglement theory, graph theory, topology,
computational complexity, logic and statistical physics. Here,
we discuss a selection of recent results in MQC, to illustrate
the vigour and diversity of research in this field. We will
consider MQC in the sense of the one-way quantum computer,
but we emphasize that there are other measurement-based
approaches to quantum computation—in particular teleportation-
based models—as cited above.

Experimental proposals and achievements
Apart from its useful conceptual status as an alternative model of
quantum computation, MQC can have practical advantages over
the standard circuit model in a variety of different physical settings,
fromoptical lattices and single photons to spatially separatedmatter
qubits. In an optical lattice, cold atoms are kept in a standing-
wave potential created by counter-propagating laser fields. The
potential minima create a lattice of sites in which individual atoms
can be trapped, storing quantum information in their long-lived
internal states (see Fig. 1a). Tuning the polarization of the trapping
lasers can induce entangling interactions22,23 between neighbouring
atoms across the array and create a cluster state across the whole
lattice20,24,25. In recent years, there has been substantial experimental
progress in the trapping, cooling and manipulation of ultracold
atomic gases in optical lattices in one, two and three dimensions
(see, for example ref. 26). In particular, the creation of a Mott
insulator state with a crystal-like arrangement of single atoms in the
lattice27,28, and the realization of controlled entangling collisions22,25
have been key achievements for the coherent control of matter on
the atomic level in these systems. Recent experiments use exchange
interactions in double-well potentials to create arrays of robust Bell
pairs, which could be used as an alternative way to create cluster
states in the lattice29,30,36.

A remaining obstacle to the implementation of MQC in
these systems is that the lattice spacing is typically of the
order of the wavelength of the trapping light, too small for
individual atoms to be addressed and measured. However, recent
progress in the creation of lattices with wider spacing31, sorting
atoms in periodic potentials32, proposed methods for single-site
addressing in tighter lattices33, as well as new methods achieving
subwavelength resolution34,35, are promising. Combining single-site

addressing and lattice-wide entangling operations would enable
large-scale one-way quantum computation to be realized in an
optical lattice system.

Proof-of-principle experiments of a one-way quantum
computer with few qubits have already been carried out in

Box 2 |The one-way quantum computer.

M

t0 t1 t2

M M

Information flow

in Z direction
in X direction
in X–Y plane

Quantum gate

Measurements:

a

b

In contrast to the quantum circuit model, where quantum
computations are implemented by unitary operations, in the
one-way quantum computer, information is processed by
sequences of single-qubit measurements10. These measurements
are carried out on a universal resource state—the 2D-cluster
state20—which does not depend on the algorithm to be
implemented. A one-way quantum computation proceeds as
follows (see a and b). (1) A classical input is provided, which
specifies the data and the program. (2) A 2D-cluster state |C�
of sufficiently large size is prepared. The cluster state serves as
the resource for the computation. (3) A sequence of adaptive
one-qubit measurements M (see a) is implemented on certain
qubits in the cluster. In each step of the computation, the
measurement bases (see b) depend on the program and on
the outcomes of previous measurements. A simple classical
computer is used to compute which measurement directions
have to be chosen in every step. (4) After the measurements, the
state of the system has the form |⇥��|⇤�

out�, where � indexes the
collection ofmeasurement outcomes of the different branches of
the computation. The states |⇤�

out� in all branches are equal to the
desired output state up to a local (Pauli) operation; themeasured
qubits are in a product state |⇥��, which also depends on the
measurement outcomes. The one-way quantum computer is
universal: even though the results of the measurements in every
step of the computation are random, any quantum computation
can deterministically be realized. The temporal ordering of the
measurements has an important role and has been formalized,
for example in refs 11,15,17. For different perspectives and recent
reviews on MQC, see refs 14,18,104–106. Part b reprinted with
permission from ref. 10© 2001 APS.

20 NATURE PHYSICS | VOL 5 | JANUARY 2009 | www.nature.com/naturephysics

R. Rausendorf and H. Briegel, Phys. Rev. Lett.  86, 5188 (2001).

Conventional MBQC:

• Information processed by local measurements 
on a cluster state. 

• Randomness compensated by adaptiveness. 
• Measurement graph associated to an underlying 

circuit.

Blind MBQC:

• The measurement graph is hidden to Merlin. 
• He performs measurements in directions given by 

Arthur but is blind to the underlying circuit. 
• The hidden graph contains traps for him.

       A. Broadbent, J. Fitzsimons, and E. Kashefi, Proceedings of the 50th Annual IEEE Symposium on FOCS (2009), 517 (2009); J. 
Fitzsimons and E. Kashefi, arXiv: 1203.5217.

Measurement-based quantum-prover IPs



The cluster (state):

Definition:

M. Hein, J. Eisert, and H. J. Briegel, Phys. Rev. A 69, 062311 (2004); M. Hein et al., In Proceedings of the International School of Physics 
“Enrico Fermi” on Quantum Computers, Algorithms and Chaos (2006).
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|G5i = CZ15CZ23CZ34CZ45|+i1 ⌦ |+i2 ⌦ |+i3 ⌦ |+i4 ⌦ |+i5

Given a set of vertices connected by a pattern of edges, associate to each vertex the 
state                               and apply a controlled-Z gate to each pair of connected vertices.|+i := 1p

2
(|0i+ |1i)

If a qubit is initialised in        instead of         it does not get entangled to the graph|+i|0i

Graph states (in a minute)



(Arthur) (Merlin)

Preliminaries: 

1.Depending on the computation, Arthur chooses a graph G. 
2.For each vertex v, he prepares a qubit in: 

• an input state           , 
• a dummy state        , or 
• a trap state           ,

|z⌫i
|+'⌫ i

|+✓⌫ i

• The inputs encode the computation. 
• The dummies surround the traps, isolating 

them. 
• The traps test Merlin’s procedure. The traps’ 

positions in G are random.

with z⌫ 2 {0, 1}, |+'⌫ i :=
1p
2

�
|0i+ei'⌫ |1i

�
and |+✓⌫ i :=

1p
2

�
|0i+ei ✓⌫ |1i

�
.

(chosen randomly)

Blind MBQC



Idea of the protocol: 
1. Arthur sends G and the qubits to Merlin. 
2. Merlin applies CZs according to G. 
3. Merlin measures each qubit v in a basis        given by 

Arthur and returns him the outcome. 
4. With the v-th outcome, Arthur chooses         . 
5. If all trap measurements yield the correct outcome, 

Arthur accepts. Otherwise, he rejects.

B⌫

B⌫+1

(with B⌫ and B⌫+1 correlated with z⌫ , '⌫ , and ✓⌫)

• Universal quantum computations 
efficiently certifiable :-) 

• Fault- tolerance and universali ty 
required :-( 

• Dummy and trap qubits  required :-(

For the moment, way out of reach :-(

P
incorrect

 ✏ :=

✓
1� N

T

N

◆
d

.

Then, if Arthur accepts,

number of 
trap qubitsnumber of 

qubits

constant (maximal 
weight of correctable 

Pauli error)

() F � 1� ✏)

Blind MBQC



Non-interactive (measurement only!) tests



Untrusted quantum 
prover Merlin

Skeptic almost-classical 
certifier Arthur

%p%p%p

F (%t, %p)?

• No restriction on type of quantum noise, preparation totally 
unknown.

• Only assumption: i.i.d. preparations ) %⌦C
p .

• Similar mindset to QPIPs but with a single quantum 
interaction.

%t and C

Non-interactive certification mindset



Non-interactive certification mindset:

M.         M. Hayashi and T. Morimae, Phys. Rev. Lett., 115, 220502 (2016).
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Verifiable measurement-only blind quantum computing with stabilizer testing

Masahito Hayashi1, 2 and Tomoyuki Morimae3

1Graduate School of Mathematics, Nagoya University, Furocho, Chikusa-ku, Nagoya, 464-860, Japan
2Centre for Quantum Technologies, National University of Singapore, 117543, Singapore
3ASRLD Unit, Gunma University, 1-5-1 Tenjincho, Kiryu-shi, Gunma, 376-0052, Japan

(Dated: November 30, 2015)

We introduce a simple protocol for verifiable measurement-only blind quantum computing. Alice,
a client, can perform only single-qubit measurements, whereas Bob, a server, can generate and store
entangled many-qubit states. Bob generates copies of a graph state, which is a universal resource
state for measurement-based quantum computing, and sends Alice each qubit of them one by one.
Alice adaptively measures each qubit according to her program. If Bob is honest, he generates the
correct graph state, and therefore Alice can obtain the correct computation result. Regarding the
security, whatever Bob does, Bob cannot learn any information about Alice’s computation because
of the no-signaling principle. Furthermore, malicious Bob does not necessarily send the copies of
the correct graph state, but Alice can check the correctness of Bob’s state by directly verifying
stabilizers of some copies.

Blind quantum computing is a quantum cryptographic
protocol that enables Alice (a client), who does not have
any sophisticated quantum technology, to delegate her
quantum computing to Bob (a server), who has a suf-
ficiently powerful quantum computer, without leaking
any her privacy. The first protocol of blind quantum
computing that uses the measurement-based quantum
computing [1] was proposed by Broadbent, Fitzsimons,
and Kashefi [2], and a proof-of-principle experiment was
demonstrated with photonic qubits [3]. In the protocol of
Ref. [2], Alice generates many randomly-rotated single-
qubit states, and sends them to Bob. Bob generates a
universal resource state of the measurement-based quan-
tum computing by applying entangling gates on qubits
sent from Alice. Then, they do two-way classical com-
munications: Alice instructs Bob how to measure each
qubit, and Bob returns measurement results so that Al-
ice can perform the feed-forward calculations. It was
shown in Ref. [2] that if Bob is honest, Alice can obtain
the correct quantum computing result (which we call the
correctness), and that whatever evil Bob does, he cannot
learn anything about Alice’s input, output, and program
(which we call the blindness) [4]. (See also Ref. [5] for
a precise proof of the security.) Inspired by the seminal
result, plenty of improvements have been done [6–20].
For example, it was shown that instead of single-qubit
states generation, single-qubit measurements [6] or co-
herent states generation [7] are sufficient for Alice. In
the protocol of Ref. [6], so called the measurement-only
blind quantum computing, Bob generates a universal re-
source state of measurement-based quantum computing
(Fig 1(a)), and sends each qubit of the resource state one
by one to Alice (Fig. 1(b)). Alice adaptively measures
each qubit according to her program (Fig. 1(b)). Since
adaptive single-qubit measurements on certain states are
universal [1, 21–23], Alice with only single-qubit measure-
ments ability can perform universal quantum computing
if Bob prepares the correct resource state. Furthermore,
since this protocol is a one-way quantum communication
from Bob to Alice, the blindness is guaranteed by the no-

signaling principle [6]. Here, the no-signaling principle
is one of the most fundamental assumptions in physics,
which says that if Alice and Bob share a system she can-
not transmit any her message to Bob whatever they do on
their systems. Quantum physics respects the no-signaling
principle.

(a)
Alice Bob

(b)
Alice Bob

FIG. 1: The measurement-only blind quantum computing.
(a) Bob generates a resource state. (b) Bob sends Alice each
qubit of the resource state one by one. Alice adaptively mea-
sures each qubit.

In addition to the correctness and the blindness, the
verifiability is another important requirement for blind
quantum computing. The verifiability means that Al-
ice can check the correctness of Bob’s computation. Al-
though the blindness guarantees that Alice’s privacy is
kept secret against malicious Bob, it does not guaran-
tee the correctness of the computation result with ma-
licious Bob: Bob cannot learn Alice’s secret, but he
can mess up the computation. In order to avoid being
palmed off a wrong result, Alice needs some statistical
test to verify the correctness of Bob’s computing. There
are several protocols that enable verifiable blind quan-
tum computing [8–11, 24, 25]. Some of them [9, 24, 25]
elegantly achieve the completely classical client, but a
trade-off is the requirement of more than two servers
who do not communicate with each other. Although
pursuing the completely classical client is an important
direction, in particular, for the goal of constructing an
interactive proof of BQP, where the assumption of non-
communicating multi provers is natural, in this paper
we restrict ourselves to the single-server setup assum-
ing some minimum quantum technologies for the client,
since in the context of blind quantum computing, as-

Arthur Arthur MerlinMerlin

Idea of the protocol: 
1.Merlin prepares 2k + 1 copies of the N-qubit graph 

state        and sends them one by one to Arthur. 
2.Arthur randomly groups the 2k +1 copies intro 3 

groups: 2 test groups (of k N-qubit blocks each) and 
1 computation group (of one N-qubit block). 

3.On each test block, Arthur runs one of 2 
certification tests. On the computation block, he 
runs the MBQC.  

4. If all 2k tests are passed, Arthur accepts the 
outcomes of the computation block.

|Gi

|Gi⌦2k+1

2

suming some minimum quantum technologies for the
client is more realistic than to assume that the client
can verify that remote servers are not communicating
with each other. These results also achieve the device
independence. Although our protocol assumes the cor-
rectness of measurement devices, it enables to derive a
more practical bound suitable for experiments. Proto-
cols in Refs. [8, 10, 11] need only a single server by as-
suming some minimum quantum technologies, which are
available in today’s laboratories, for the client. (The pro-
tocol of Ref. [10] requires single-qubit states generations,
and those of Refs. [8, 11] require single-qubit measure-
ments for the client.) The idea of the verification in the
protocols of Refs. [8–11] is to use trap qubits: Alice se-
cretly hides trap qubits in the resource state, and any dis-
turbance of a trap signals Bob’s dishonesty [8–11]. An
experimental demonstration of the idea was done with
photonic qubits [26].

In this paper, we propose another protocol for verifi-
able measurement-only blind quantum computing. The
blindness is again guaranteed by the no-signaling princi-
ple like Ref. [6]. The verifiability is, on the other hand,
achieved in a more straightforward way: instead of hid-
ing traps, Alice directly checks whether the state sent
from Bob is correct or not by testing stabilizers [27].
Alice asks Bob to generate 2k + 1 copies |G⟩⊗2k+1 of
the graph state |G⟩, where |G⟩ is an n-qubit graph state
and k = poly(n). The graph state |G⟩ is defined by

|G⟩ ≡
(

⊗

e∈E CZe

)

|+⟩⊗n, where |+⟩ ≡ 1√
2
(|0⟩+ |1⟩), E

is the set of edges of G, and CZe is the Controlled-Z gate,
CZ ≡ |0⟩⟨0|⊗I+ |1⟩⟨1|⊗Z, acting on the pair of vertices
sharing the edge e. The graph state |G⟩ has the stabiliz-
ers Xj

⊗

i∈N(j) Zi, for j = 1, 2, ..., n, where N(j) is the
set of the vertices connected to j. Alice uses randomly
chosen 2k copies of |G⟩⊗2k+1 to check stabilizers, and the
rest of it for her computation. If Bob is honest, he gen-
erates |G⟩⊗2k+1, and in this case we will show that she
passes the test with probability 1. If Bob is evil, on the
other hand, he might generate another n(2k + 1)-qubit
state. However, we will show that if she passes the test,
the closeness of the single copy to the correct graph state
|G⟩ is guaranteed with a sufficiently small significance
level. Any graph state can be used for our protocol as
long as the corresponding graph G is bipartite. There-
fore, for example, Alice can perform the fault-tolerant
topological measurement-based quantum computing [21]
by taking |G⟩ as the Raussendorf-Harrington-Goyal lat-
tice [21] (Fig. 2(a)).

Note that there are several proposals for testing quan-
tum gate operations [30, 31], but testing quantum circuit
models assumes the identical and independent properties
of each gate, and suffers from the scalability and complex-
ity of the analysis. On the other hand, our result in the
present paper (and Ref. [25]) demonstrate that testing
quantum computing becomes much easier if we consider
a measurement-based quantum computing model, which
is a new interesting advantage of the measurement-based

quantum computing model over the circuit model. For
more details about the relations between our result and
previous works, see Appendix.
Protocol.— Our protocol runs as follows:

1. Honest Bob generates |G⟩⊗2k+1, where |G⟩ is an
n-qubit graph state on a bipartite graph G, whose
vertices are divided into two disjoint sets W and
B. (Fig. 2(a) and (b).) Bob sends each qubit of
it one by one to Alice. Evil Bob can generate any
n(2k + 1)-qubit state ρ instead of |G⟩⊗2k+1.

2. Alice divides 2k + 1 blocks of n qubits into three
groups by random choice. (Fig. 2(c).) The first
group consists of k blocks of n qubits. The second
group consists of k blocks of n qubits. The third
group consists of a single block of n qubits.

3. Alice uses the third group for her computation.
Other blocks are used for the test, which will be
explained later. (Fig. 2(c).)

4. If Alice passes the test, she accepts the result of the
computation performed on the third group.

ρ

computationtest test

(a)

(c)

1st group 2nd group 3nd group

(b)

FIG. 2: (a) The RHG lattice. (b) An example of bipartite
graphs: the two-dimensional square lattice. Black and white
colors indicate the bipartitions B and W , respectively. (c) An
example for n = 3, k = 2. Two blocks go to the first group
and the other two blocks go to the second group. The left
block goes to the third group.

For each block of the first and second groups, Alice
performs the following test:

1. For each block of the first group, Alice measures
qubits of W in the Z basis and qubits of B in the
X basis. (Fig. 3(a).)

2. For each block of the second group, Alice measures
qubits of B in the Z basis and qubits of W in the
X basis. (Fig. 3(b).)

3. If the measurement outcomes in the X basis coin-
cide with the values predicted from the outcomes
in the Z basis (in terms of the stabilizer relations),

(if Merlin is honest)

Verifiable measurement-only blind quantum computing with stabilizer testing



Stabilizer operators:
Xi|+i⌦N = |+i⌦N , 8 1  i  N

Xi

O
j2Ni

Zj |Gi = |Gi

)
O
e2G

CZe Xi

O
e2G

CZe

O
e2G

CZe|+i⌦N =
O
e2G

CZe|+i⌦N

(i-th generator of the 
Stabilizer group)

|Gi is the unique state stabilized by all N 
generators of the stabilizer!!!

3

then the test is passed. If any outcome in the X ba-
sis that violates the stabilizer relations is obtained,
Alice rejects.

(a) (b)

Z

Z

Z

Z

Z

Z

Z

X

X

X

X

X

X

X

X X

X

X

X

X

X

X

X

Z

Z

Z

Z

Z

Z

Z

Z

Z

FIG. 3: An example for the two-dimensional square lattice.
The measurement pattern for the first group (a) and the sec-
ond group (b).

Analysis.— Let us analyze the correctness, blindness,
and verifiability of our protocol. First, our protocol is a
one-way quantum communication from Bob to Alice, and
therefore, the blindness is guaranteed by the no-signaling
principle as in the protocol of Ref. [6]. Second, it is ob-
vious that if ρ = |G⟩⟨G|⊗2k+1 , then Alice passes the test
with probability 1. Therefore, if Bob is honest, Alice
passes the test with probability 1 and she obtains the
correct computation result on the third group. Hence
the correctness is satisfied. Finally, to study the verifia-
bility, we consider the following theorem:

Theorem 1 Assume that α > 1
2k+1 . If the test is passed,

with significance level α, we can guarantee that the resul-
tant state σ of the third group satisfies

⟨G|σ|G⟩ ≥ 1−
1

α(2k + 1)
. (1)

(Note that the significance level is the maximum passing
probability when malicious Bob sends incorrect states so
that the resultant state σ does not satisfy (1) [28].) The
proof of the theorem is given below and in Appendix.
From the theorem and the relation between the fidelity
and trace norm [32, (6.106)], we can conclude the verifi-
ability: If Alice passes the test, she can guarantee

∣

∣

∣
Tr(Cσ) − Tr(C|G⟩⟨G|)

∣

∣

∣
≤

1
√

α(2k + 1)

for any POVM C with the significance level α. If we
take α = 1√

2k+1
, for example, the left-hand side of the

above inequality is 1
(2k+1)1/4

→ 0 if k → ∞, and therefore

the verifiability is satisfied. Note that the lower bound,
α > 1

2k+1 , of the significance level α is tight, since if Bob
generates 2k copies of the correct state |G⟩ and a single
copy of a wrong state, Bob can fool Alice with probability

1
2k+1 , which corresponds to α = 1

2k+1 .
Proof of Theorem.— The proof of the theorem is based

on several interesting insights:

1. By considering an appropriate subspace, we can
reduce the problem to the test of a maximally-
entangled state.

2. For the test of a maximally-entangled state, veri-
fications of coincidences of X measurement results
with Z measurement results are sufficient. Further-
more, since we are interested in the fidelity between
the given state and a maximally-entangled state,
we can consider, without loss of generality, the dis-
cretely twirled version of the given state, which
drastically simplifies the problem [29].

3. Finally, since we check the coincidence or discrep-
ancy of the measurement results between two par-
ties of the given bipartite cut, we have only to con-
sider a distribution on (0, 0), (0, 1), (1, 0), and (1, 1)
for each block, and therefore we can reduce the
problem to a classical hypothesis testing.

Let us explain the first point. Employing suitable
classical data conversions, we can assume the following.
The systems HB and HW are written as KB ⊗ K′

B and
KW ⊗K′

W by using an n′
B-qubit system KB and an n′

W -
qubit system KW , respectively. We denote the eigenstate
corresponding to the eigenvalue all 0 of X ’s in K′

B by
|+⟩B′ , which is the graph state with isolated sites with
no edge. Similarly, we define |+⟩W ′ . So, we find that
the systems KB and KW are the same dimension, i.e.,
n′
B = n′

W . Let |G′⟩ be the graph state on KB ⊗ KW

whose graph is composed of isolated edges. The true
state is given as the state |G′⟩ ⊗ |+⟩B′ ⊗ |+⟩W ′ . In this
way, we can reduce the problem to that of the maximally-
entangled state. Note that Alice’s measurements on HB

and HW are replaced by on KB and KW , respectively.
Applying the original Alice’s measurement, Alice can re-
alize the above modified measurement. The detail of this
discussion is given in Appendix.
Now let us explain the second point. We focus on the

Hilbert space (KB ⊗KW )⊗(2k+1). Since the three groups
are randomly chosen, the state ρ is permutation invari-

ant. Let us denote elements of F
n′

B
2 by x = (x1, . . . , xn′

B
),

etc. We define operators Xx ≡ Xx1 ⊗ · · · ⊗ X
xn′

B ,
Zz ≡ Zz1 ⊗ · · ·⊗ Z

zn′

B , on (C2)⊗n′

B , which satisfy

X
x
B ⊗ Z

−x
W |G′⟩ = |G′⟩, X

x
W ⊗ Z

−x
B |G′⟩ = |G′⟩. (2)

In the following, we regard Xx
B, Z

z
B as operators on KB

and Xx
W , Zz

W as operators on KW . Here, we distinguish
x and −x so that we can easily extend our analysis to
the qudit case.

Furthermore, for x = (x1, . . . , x2k+1) ∈ (F
n′

B
2 )2k+1 and

z = (z1, . . . , z2k+1) ∈ (F
n′

B
2 )2k+1, using the operator

W
x,z
B ≡ Xx

BZ
z
B on KB, we define W

x,z
B ≡ W

x1,z1

B ⊗ · · · ⊗

W
x2k+1,z2k+1

B on K⊗2k+1
B . Also, we define W

x,z
W on KW ,

and W
x,z
W on K⊗2k+1

W , in the same way. Eq. (2) implies
that Wx,z

B ⊗W
−z,−x

W |G′⟩⊗2k+1 = |G′⟩⊗2k+1. Hence,

Tr
[

(Wx,z
B ⊗W

−z,−x

W )†ρ(Wx,z
B ⊗W

−z,−x

W )|G′⟩⟨G′|⊗2k+1
]

= Tr
(

ρ|G′⟩⟨G′|⊗2k+1
)

.

Stabilizer tests: 

• Test 1: On each black qubit measure X. On each white quit 
measure Z. Accept if all outcomes coincide with stabilizer 
predictions. 

• Test 2: On each white qubit measure X. On each black quit 
measure Z. Accept if all outcomes coincide with stabilizer 
predictions.

The certification test: stabilizer testing (ground-state witnessing!)



M.         M. Hayashi and T. Morimae, Phys. Rev. Lett., 115, 220502 (2016).
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then the test is passed. If any outcome in the X ba-
sis that violates the stabilizer relations is obtained,
Alice rejects.

(a) (b)
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FIG. 3: An example for the two-dimensional square lattice.
The measurement pattern for the first group (a) and the sec-
ond group (b).

Analysis.— Let us analyze the correctness, blindness,
and verifiability of our protocol. First, our protocol is a
one-way quantum communication from Bob to Alice, and
therefore, the blindness is guaranteed by the no-signaling
principle as in the protocol of Ref. [6]. Second, it is ob-
vious that if ρ = |G⟩⟨G|⊗2k+1 , then Alice passes the test
with probability 1. Therefore, if Bob is honest, Alice
passes the test with probability 1 and she obtains the
correct computation result on the third group. Hence
the correctness is satisfied. Finally, to study the verifia-
bility, we consider the following theorem:

Theorem 1 Assume that α > 1
2k+1 . If the test is passed,

with significance level α, we can guarantee that the resul-
tant state σ of the third group satisfies

⟨G|σ|G⟩ ≥ 1−
1

α(2k + 1)
. (1)

(Note that the significance level is the maximum passing
probability when malicious Bob sends incorrect states so
that the resultant state σ does not satisfy (1) [28].) The
proof of the theorem is given below and in Appendix.
From the theorem and the relation between the fidelity
and trace norm [32, (6.106)], we can conclude the verifi-
ability: If Alice passes the test, she can guarantee

∣

∣

∣
Tr(Cσ) − Tr(C|G⟩⟨G|)

∣

∣

∣
≤

1
√

α(2k + 1)

for any POVM C with the significance level α. If we
take α = 1√

2k+1
, for example, the left-hand side of the

above inequality is 1
(2k+1)1/4

→ 0 if k → ∞, and therefore

the verifiability is satisfied. Note that the lower bound,
α > 1

2k+1 , of the significance level α is tight, since if Bob
generates 2k copies of the correct state |G⟩ and a single
copy of a wrong state, Bob can fool Alice with probability

1
2k+1 , which corresponds to α = 1

2k+1 .
Proof of Theorem.— The proof of the theorem is based

on several interesting insights:

1. By considering an appropriate subspace, we can
reduce the problem to the test of a maximally-
entangled state.

2. For the test of a maximally-entangled state, veri-
fications of coincidences of X measurement results
with Z measurement results are sufficient. Further-
more, since we are interested in the fidelity between
the given state and a maximally-entangled state,
we can consider, without loss of generality, the dis-
cretely twirled version of the given state, which
drastically simplifies the problem [29].

3. Finally, since we check the coincidence or discrep-
ancy of the measurement results between two par-
ties of the given bipartite cut, we have only to con-
sider a distribution on (0, 0), (0, 1), (1, 0), and (1, 1)
for each block, and therefore we can reduce the
problem to a classical hypothesis testing.

Let us explain the first point. Employing suitable
classical data conversions, we can assume the following.
The systems HB and HW are written as KB ⊗ K′

B and
KW ⊗K′

W by using an n′
B-qubit system KB and an n′

W -
qubit system KW , respectively. We denote the eigenstate
corresponding to the eigenvalue all 0 of X ’s in K′

B by
|+⟩B′ , which is the graph state with isolated sites with
no edge. Similarly, we define |+⟩W ′ . So, we find that
the systems KB and KW are the same dimension, i.e.,
n′
B = n′

W . Let |G′⟩ be the graph state on KB ⊗ KW

whose graph is composed of isolated edges. The true
state is given as the state |G′⟩ ⊗ |+⟩B′ ⊗ |+⟩W ′ . In this
way, we can reduce the problem to that of the maximally-
entangled state. Note that Alice’s measurements on HB

and HW are replaced by on KB and KW , respectively.
Applying the original Alice’s measurement, Alice can re-
alize the above modified measurement. The detail of this
discussion is given in Appendix.
Now let us explain the second point. We focus on the

Hilbert space (KB ⊗KW )⊗(2k+1). Since the three groups
are randomly chosen, the state ρ is permutation invari-

ant. Let us denote elements of F
n′

B
2 by x = (x1, . . . , xn′

B
),

etc. We define operators Xx ≡ Xx1 ⊗ · · · ⊗ X
xn′

B ,
Zz ≡ Zz1 ⊗ · · ·⊗ Z

zn′

B , on (C2)⊗n′

B , which satisfy

X
x
B ⊗ Z

−x
W |G′⟩ = |G′⟩, X

x
W ⊗ Z

−x
B |G′⟩ = |G′⟩. (2)

In the following, we regard Xx
B, Z

z
B as operators on KB

and Xx
W , Zz

W as operators on KW . Here, we distinguish
x and −x so that we can easily extend our analysis to
the qudit case.

Furthermore, for x = (x1, . . . , x2k+1) ∈ (F
n′

B
2 )2k+1 and

z = (z1, . . . , z2k+1) ∈ (F
n′

B
2 )2k+1, using the operator

W
x,z
B ≡ Xx

BZ
z
B on KB, we define W

x,z
B ≡ W

x1,z1

B ⊗ · · · ⊗

W
x2k+1,z2k+1

B on K⊗2k+1
B . Also, we define W

x,z
W on KW ,

and W
x,z
W on K⊗2k+1

W , in the same way. Eq. (2) implies
that Wx,z

B ⊗W
−z,−x

W |G′⟩⊗2k+1 = |G′⟩⊗2k+1. Hence,

Tr
[

(Wx,z
B ⊗W

−z,−x

W )†ρ(Wx,z
B ⊗W

−z,−x

W )|G′⟩⟨G′|⊗2k+1
]

= Tr
(

ρ|G′⟩⟨G′|⊗2k+1
)

.

Significance level: Maximum passing 
probability for an incorrect (2k+1)N - 

qubit preparation

•Universal quantum computations efficiently certifiable :-)

•No dummy or trap qubits required :-) 

•Does not assume i.i.d. :-) 

•Fault-tolerance and universality required :-( 

•Only linear overhead in terms of copies of the state :-)

(F = 1� P
incorrect

)

State of the computation block conditioned 
on all other 2k blocks having passed the test



Classical verification of universal quantum 
computers!!! (???)



U. Mahadev, arXiv:1804.01082

Key assumption:

Quantum computers cannot break LWE  
(leading candidate for post-quantum cryptography)



Conclusions of Lecture V:

•Interactive proofs 

•Measurement only verification 

•Classical verification of quantum computers? 
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